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Executive summary

The Risk Outlook 2013 highlighted 'lack of due diligence over outsourcing arrangements' as a potential risk. Whenever firms outsource activities, it is important that appropriate controls are in place to manage associated risks.

Cloud computing involves outsourcing data processing and storage to an external provider. The risk of firms failing to exercise due diligence in controlling the risks of such outsourcing systems was included as a potential risk in our 2013 Risk Outlook.

Public cloud systems involve the user surrendering true control of their data and software to a remote provider. Data is pooled, and confidentiality is protected by encryption and password log-ins rather than by physical separation.

Private cloud systems retain separate areas for individual users' data. This increases control at the expense of cost.

Hybrid cloud systems permit the use of both private and public areas for data, usually with public cloud storage used flexibly to supplement a private system.

Cloud computing is continuing to increase in popularity, with low cost and flexibility the key advantages. Cloud users do not have to maintain their own data storage or multiple site licenses for software. The cloud works out cheaper than direct data and program storage, and permits true mobile working with no need for data sticks or email transmission of files, both of which are key risks for data loss. Email is not inherently secure, while data sticks are easily lost and provide ready systems access for virus programs.

Firms are obliged to keep client information confidential. This does not bar them from using cloud systems, but they do have to ensure that the system that they choose provides sufficient protection.

Sound cloud computing providers offer better encryption and security than would be possible for a small or medium-sized solicitors' practice storing its data locally.

Firms must be able to ensure that their provider can agree to SRA access to inspect data in order to meet Outcome 7.10 of the SRA Code of Conduct.

Use of cloud systems makes server downtime a business-critical issue. Firms must ensure that providers offer appropriate guarantees and that data is protected in the event of technical failures or the provider becoming insolvent.

Use of cloud systems must comply with the terms of the Data Protection Act 1998. These terms require a written contract between user and provider and restrict the sending of data out of the European Economic Area ("EEA"). Potential users must familiarise themselves with the requirements of the Eighth Principle to the Act before committing to a provider.

Due to the heightened requirements of client confidentiality faced by law firms, they should conduct due diligence on any proposed provider to ensure that it can meet the requirements of a legal business before they make a final commitment. Given the nature of US surveillance laws, law firms should take into account how they use US-based providers or providers that use US servers.
Best practice for due diligence includes:

- taking references from other companies using the proposed provider
- checking service level agreements carefully to ensure that the proposed service can offer at least full Safe Harbour compliance if data is stored outside the EEA
- checking that the provider can offer audited information security that at a minimum is compliant with ISO27001 2005
- checking that the provider can offer a level of guaranteed uptime and continuity protection that is acceptable to the firm
- ensuring, where staff will be working on the move, that they have properly secured communication channels to protect security
- ensuring that their contract with the provider includes the requirements of Outcome 7.10 of the SRA Code of Conduct.

Security can also be improved by:

- using a private cloud, or private area of a hybrid cloud, for client confidential material
- using software to automatically encrypt documents at the law firm’s end, using security keys that are not known to the provider
- using only providers that are based in EEA countries or countries offering equivalent or greater data protection laws, and that can guarantee that data will not be held in jurisdictions that do not offer such protections
Background

This document provides a brief overview of cloud computing and sets out the SRA’s view of the risks posed by its use by law firms.

This form of provision involves data and software being held, not on the user’s own server, but on remote servers operated by a separate provider. The user simply logs into the service and accesses both programs and data remotely, with an experience that ideally should be indistinguishable from that of using a traditional system.

As with any form of outsourcing, it is important that firms using cloud computing exercise due diligence in controlling the risks. Our 2013 Risk Outlook listed the risk of firms failing to exercise such due diligence as a potential risk. With the use of cloud computing increasing, this remains the case.

Take-up of these remote delivery applications is spreading rapidly. To take an example from one major provider of remote systems to business, Citrix claims that its current delivery system, XenApp, is in use by over 100 million users worldwide. More than 30 percent of enterprises worldwide, and many individuals, now use some form of cloud provision, a proportion which is expected to increase dramatically.

Cloud computing comes in three forms: Public, Private and Hybrid.

Public clouds:
- store data in a network of computers, with server use pooled among a number of clients
- providers often subcontract server capacity for reasons of flexibility, so may not be able to tell where any particular client’s data is held
- this is the most flexible, and cheapest, form of provision

Private clouds:
- store data using resources dedicated to the client
- this may mean using the client’s own servers with a cloud technology for access, or may mean dedicated server space at the cloud provider’s data centres
- this provides greater security and control for the client, but at significantly greater cost

Hybrid clouds:
- combine aspects of both public and private clouds, often involving private cloud storage that is supplemented by public cloud use on an as-needed basis.

In all cases, the user will have a service level agreement with the provider defining the terms on which data is to be processed.

Reasons why firms use cloud technologies

Lower cost of provision especially of specific software

Public cloud computing in particular is much cheaper than traditional IT provision. It has been estimated that users of public cloud computing systems can see up front savings of 40-to-50 percent. Costs can also be flexible. Firms can pay for the software they use as they use it, without minimum pricing or any necessary long-term commitments.

The same feature makes it simple for firms to upgrade their software and to introduce new types of machine, such as tablets for mobile working.

As processing power can be supplied centrally, users can obtain more advanced and effective systems that they would otherwise be able to run on their own network and machines. The economies of scale offered by large cloud providers also let them provide more potent systems at a lower cost, with a 5-to-10 percent efficiency saving on the pricing of systems.

The possibility of having software and data centralised on an accessible remote platform also allows for bring-your-own-technology policies, which some businesses have found to both motivate staff and reduce costs.

Mobile access

The fundamental point of cloud computing is that it does not matter what machine the user is working from. As long as they have their log-in details, then they should be able to access the same data and software wherever they are. This is an enabling technology for true mobile working, with fee earners able to access key documents anywhere. Even firms that do not intend to use mobile working, but which do need a certain amount of hot-desking, should see benefits from non machine-specific access to data.

Maintenance

Cloud systems make it possible to have maintenance of IT systems conducted entirely remotely, by the provider. Maintaining local servers requires a local IT support staff, whether working for the firm or outsourced, to ensure that the systems remain operational. By contrast, with a cloud system, the servers are all the responsibility of the provider. This lack of any need to maintain an IT support department has explicitly been cited by one law firm as a reason for adopting a cloud provision model.

Access to technology

The flexibility, cost and ease of maintenance offered by cloud computing systems make them simple for less experienced and well funded firms to use. These systems may enable small law firms to gain the benefits of information systems that they could not otherwise access at all.

Compliance and legal issues with cloud computing

When considering adopting a cloud computing system for their business, firms must take into account the regulatory and legal rules which apply.

In regulatory terms, outcome 7.3 of the SRA Code of Conduct requires firms to identify, monitor and manage risks to compliance and take steps to address issues identified. Firms should consider carefully what risks the use of the chosen system poses to them and clients and take steps to address these.

The principal legislation that firms must take into account is the Data Protection Act, 1998.

The regulatory and legal issues are summarised below.

SRA Code of Conduct

Dealing with the SRA

Principle 7 of the SRA Handbook requires solicitors to comply with their legal and regulatory obligations and deal with their regulator in an open, timely and co-operative manner. Firms will in part be complying with the principle by achieving outcome 7.10 of the SRA Code of Conduct, the purpose of which is to ensure that they have appropriate terms in their agreement with the provider, allowing the SRA to access the information stored.

There may be practical difficulties in accessing the information if it is stored overseas, but the point of the outcome is to try to reduce the risk of such difficulties. As with all of the outcomes, whilst firms must achieve them, the manner in which they do so is for them to determine. However, firms should bear in mind the potential risk in respect of costs as well as under Principle 7. It would be sensible for the agreement to include a term requiring the provider to deliver data, in a usable form, to the SRA on demand. To be effective, such a term must make the requirement binding notwithstanding any dispute between the firm and the provider or any breach of the agreement on the part of the firm.

Confidentiality

Outcome 4.1 requires solicitors to keep the affairs of clients confidential. This does not prevent firms outsourcing services. Indicative behaviour 4.3 is one way of evidencing compliance with the outcome, involving satisfaction that the provider has taken all appropriate steps to ensure that clients’ confidential information will be protected. Firms should consider carefully the provider’s systems for protecting confidentiality. To protect themselves, they should check whether, in addition to a confidentiality term, the agreement sets out specifically what the security measures for the data centres must be.

Firms should also consider the locations of the data centres and whether local laws could pose a risk to confidentiality by requiring the provider to disclose confidential information. In any event, it is advisable to require in the agreement that the provider notifies firms of any such request they receive, as well as any breach of their security arrangements. As the same legislation may prevent providers in certain countries from meeting this requirement, firms relying on this provision will need to take into account whether their proposed provider can meet it.

Bearing in mind the requirement under outcome 7.3 to monitor risks, firms will need to consider what checks they should undertake, and how often, to satisfy themselves that the provider is complying with the agreement. It would also be advisable for the agreement to require the provider to undertake an annual audit of its security measures.

The need for these requirements in a service agreement with a cloud provider is one reason why free public cloud services will not generally be suitable for confidential client information.
**Loss of data control**

To minimise the risk of being in breach of Principles 4 and 5, it is advisable to ensure that firms have the right to get data back in a usable format on demand and that they retain full ownership of the information stored. Firms should also ensure that they are aware of, and satisfied with, the arrangements under the agreement for:

- frequency of back up of data
- continuity and portability of the data in the event that the provider’s business fails (for instance through insolvency) or you wish to switch to another provider

Escrow systems may in some circumstances be available to ensure continuity and control.

**Availability of the system**

Service interruptions and downtime may potentially put firms at risk under Principle 5 of the SRA Handbook and Outcome 1.2 which requires them to provide services to clients in a manner which protects their interests in their matter. The service level agreement with the provider is likely to specify the uptime, but firms should check the definition of ‘up’ and ensure they are satisfied with the guarantee provided. As part of basic due diligence, it is advisable to take up references, as well as asking for evidence of the provider’s history of downtime and the steps they have taken to prevent future problems.

Bearing in mind the risk which downtime will pose to business, firms would be advised to check that the agreement clearly states what redress will be available in these circumstances and consider carefully whether this is sufficient in view of the potential impact of a serious outage.

**Client care**

From a client care point of view, firms need to bear in mind outcome 1.12, which requires clients to be in a position to make informed decisions about the services they need, how their matter will be handled and the options available to them, and outcome 4.2, which requires the fee earner to disclose to the client all information which is material to the client’s retainer of which the fee earner is aware. Solicitors have implied consent to confidential information being passed to external IT service providers. Given the potential risks of cloud computing, it would, however, be prudent to inform clients in your terms of business that the firm uses cloud computing. However, there may be circumstances where this would not be sufficient and informed consent would be advisable. Firms should consider their clients’ individual needs and whether, in certain matters, the risk to confidentiality is too great. Where the matter is an unusually sensitive or high profile one, firms are advised to discuss with the client and get informed consent to any sharing or passing of client information.

**Data Protection Act**

As with all other firms, solicitors must comply with the Data Protection Act 1998 (DPA) in handling personal data. It is not a breach of the DPA to transmit data to an outsourced IT provider. Under the Personal Information Online Code of Practice, however, if personal data is to be stored on a cloud, then there must be a written contract in place requiring the provider to act only on the user’s instructions. The provider must have a level of security which meets the information security provisions of the seventh principle of the DPA.
It is important to be aware of the eighth principle of the DPA. This states that personal data may not be transferred outside the European Economic Area unless the country to which the data is transferred ensures an adequate degree of protection. The European Commission recognises a list of non-EEA countries which are deemed to meet this requirement, and maintains “Safe Harbour” agreements which US-based companies can sign up to (see appendix).

The implication of this is that the firm must know whether their data is to be stored outside the EEA.

Users will need to check terms of service carefully and may need to specifically agree necessary guarantees before contracting for provision.

The application of the DPA to online systems is detailed in the Information Commissioner’s Office’s Personal Information Online Code of Practice. This code contains specific guidance for the use of cloud computing systems.

The code notes that firms using cloud computing may not know where their information is being processed, and that due to chains of subcontractors they may not even know who is processing the information on their behalf. As such, the code notes that organisations must not relinquish control of personal data or expose it to risks which would not have been incurred had the data been processed in the UK. There must be a written contract in place with the provider, which can be electronic, requiring the provider to follow the user’s instructions and have an equivalent level of security.

The code further regards it as being good practice to encrypt data prior to transferring it to the online services company, providing an additional level of protection regardless of the jurisdiction in which the data is held.

This is a necessarily brief summary of the DPA requirements for cloud computing. Firms considering adopting cloud systems should familiarise themselves with the full code of Practice.

Risks for law firms from cloud computing

The use of cloud computing involves risks to the regulatory objectives in the Legal Services Act 2007. It can, however, also help to control risks. Firms should consider their own circumstances and needs carefully when deciding on adopting these systems.

Breach of Confidentiality

**Positives**

The use of cloud computing can improve general data security. Data service providers will usually have more experience in protecting data than their clients will, and have access to stronger security and encryption.

The biggest data risk comes from lost or stolen laptops and USB drives. Google estimate that one in ten laptops go missing in the first year of use, and state that two thirds of workers report having lost a USB drive. Cloud systems remove the need for USB drives and mean that data need not be kept on individual laptops.

Use of cloud computing systems may also help in reducing the risk of data theft by employees. A 2009 survey suggested that one in three Wall Street and Canary Wharf workers had made unauthorised use of their employer’s data. With audit trails and fewer untraceable means of storing confidential data, data theft is harder.

USB drives can also be a key vector for the transmission of Trojan Horse programs and viruses. Eliminating any need for them improves data security. Similarly, removing the need to transmit working files by email removes an insecure means of data transmission.

With data stored remotely on the cloud and with computers properly configured to require log-ins and passwords before connecting to the provider, information will not be leaked in the event of a burglary at the firm’s offices.

**Negatives**

**Issues with transferring data control to a third party**

Cloud computing, by transferring control of data to a third party, shifts the task of preventing data leaks largely to the provider. Responsibility for preventing those leaks remains with the user.

Whilst good cloud providers will maintain very strong encryption and data security systems, less effective providers may not. It is important that law firms considering using a cloud computing system check that their prospective provider can be relied upon. The main information security standard is ISO 27001 2005: providers information security should be to at least an equivalent standard.

Given the importance of legal privilege and client confidentiality, law firms should exclusively use established, known and well-regarded cloud providers.

At the users’ end, normal confidentiality precautions such as regularly changing passwords and not writing passwords down remain critical.

---

Users will also need to ensure that they comply with the requirements of the provider in establishing and maintaining secured channels between their and the provider’s systems. No cloud provider’s system can protect the user from data loss at the user’s end, for instance from the use of unsecured wi-fi.

Although rare, there have been cases of data loss from cloud providers. Firms should consider carefully the consequences should large numbers of client files end up being leaked, whether by data intrusion from outside or by a rogue employee, into the hands of identity fraudsters or of a group such as Wikileaks.

One significant recommendation from the IT field to help prevent risks arising from data loss from the provider is that users encrypt their own critical files before storing them on the cloud. Such encryption ensures that any leaked information from the provider cannot be read by third parties or, importantly, by corrupted staff at the provider. Systems exist to perform this task automatically.

Another protection is to ensure that client confidential material is kept on a private cloud, with less sensitive information on public cloud.

**Issues with sending data out of the country**

Under principle 8 of the Data Protection Act, personal data may not be transferred out of the EEA unless the territory to which it is sent ensures an adequate level of protection — and the list of countries which have had findings of adequacy is limited. The list at the time of writing is given in the Appendix. Users need to be able to show that the data is stored in a jurisdiction subject to a finding of adequacy, or use a US provider that has “Safe Harbour” status. The difficulty is that, in a public cloud, there may be no way even for the provider to know specifically where any particular item of data is stored. As such, it may not be possible for some public cloud providers to comply with the requirements.

---

The USA

The USA requires separate mention for two reasons:

1. The high concentration of technology companies, including cloud providers, that are based in that country; and:

2. Weak US protections for personal data, coupled with strong data seizure powers and intrusive surveillance.

Recent news coverage of US National Security Agency activities conducted under the terms of the PATRIOT Act\(^\text{14}\), including acquiring data from providers such as Google under the PRISM programme, has brought this issue to public attention.

The exact details of the NSA programmes remain unclear at the time of writing, but it does appear that the US government has the ability to examine “metadata”—information such as the recipients and subject lines of e-mails—at will, and can more selectively obtain the content of information directly from providers.

The harvesting of metadata reveals networks of individuals. This may represent a confidentiality issue, for instance when firms are acting in confidential merger negotiations.

Information held by governmental agencies can leak, as shown by the PRISM publicity. There have been allegations, denied by such agencies\(^\text{15}\), that information gathered by these means has in the past been passed to commercial organisations for business advantage. With the heightened need for confidentiality of law firms, this represents a challenge to their ability to use cloud services.

Given the risk to confidentiality from data seizure and surveillance policies, law firms should give serious consideration to the risks of storing data in countries with weak data privacy protections.

If firms do intend to use US providers, then they must at a minimum ensure that the provider can meet the terms of Safe Harbour.

Given the possibility of data seizure from the provider, the recommendation to encrypt sensitive information at the user’s end is of particular importance in this case.


Silver Linings: cloud computing, law firms and risk

Failure to Co-operate or Comply with Notification and Information Requirements

Negatives

Firms dealing with cloud providers must be able to meet the requirements of Outcome 7.10 of the SRA Code of Conduct, which requires contractual terms authorising the SRA to access data and visit provider premises.

Compliance with this may restrict the range of possible providers. Changes in provider policies may affect their ability to comply.

At all times, firms must ensure that their cloud computing arrangements remain compliant.

Structural Instability

Positives

The intelligent use of cloud systems can reduce the risk of data or continuity loss. Most of the large cloud providers' service level agreements offer very high levels of uptime16 and the use of multiple backup servers and sites by such companies means that the risk of irrecoverable data loss is very low17. Servers in a firm's own office, by contrast, can be lost in a fire or burglary.

Negatives

Server downtime

The use of a cloud system means that all a firm's IT and data is supplied virtually from the provider. This makes server downtime a significant risk. It has been estimated that downtime can cause business losses of up to £10,000 per hour and up to £1 million if a full business day is lost.18

Cloud providers need to get the maximum use out of their systems to boost revenue. This gives an incentive to overload their system, and can lead to downtime. Cases of service interruptions lasting up to 22 hours have occurred.19 Should a provider suffer significant technical failure or be caught up in an electronic attack on themselves or on one of their clients, as happened to the EveryDNS domain name provider in December 201020, then there may be the potential for greater downtime.

Firms adopting cloud provision should carefully examine the service level agreement that they are signing up to, in order to determine whether it guarantees 24 hour availability. They may also wish to check that redress is provided for in the event of loss due to downtime. Large and well established providers will have greater resources and better organisation to prevent significant downtime risks.

Provider failure

Any business can fail. This creates the possibility for serious data loss if a cloud provider goes bankrupt. Users need to establish that their provider has proper continuity arrangements to protect data in the event of provider failure21. As ever, the use of established and reputable providers provides good protection against this risk.

Conclusion

Firms are increasingly using software as a service and cloud computing to deliver their IT needs. The reasons for this are price, flexibility and a desire for mobile working independent of specific machines. The high security and backup facilities made possible by the larger cloud providers are also desirable features.

Law firms whose use of cloud computing has been publicised have used it for purposes ranging from a cheaper and more flexible means of delivering traditional structures through to using it as an enabling technology for a fully virtual model.

We seek to encourage the development of an efficient legal services market, and regulate based on risk. The Solicitors Regulation Authority recognises the benefits of advanced information technology architectures. It is, however, our role to consider the risks arising from such new technologies.

The major threat from IT systems is that of a confidentiality breach. One of the major advantages of a cloud system is that it enables mobile working without the need to carry data around on laptops or datasticks, which are the main risks for data loss. Passing data to a remote provider does, however, create risks from the activities of staff who are not under the firm’s control.

Governmental data seizure and surveillance powers represent a significant challenge to law firm use of cloud systems, in particular those based in countries with weaker data protections than those in the EEA.

The SRA recognises that provided an effective provider is used, cloud computing can provide benefits for the firm and for clients, both in terms of costs and providing better levels of encryption and security, and the SRA Code of Conduct (‘the Code’) does not prevent you from entering into such an arrangement. However, there are obvious risks, one of which is giving up control of your data to a third party which has the potential to compromise the SRA’s ability to properly regulate the affairs of a firm and ensure that the interests of clients remain fully protected (for example, if a firm becomes insolvent, or subject to an investigation or intervention).

The risks of cloud computing are relevant to many other forms of outsourcing. Firms must evaluate their exposure to risks in accordance with their own tolerances and operating needs.
Appendix: Findings of Adequacy

The Data Protection Act requires that “Personal data shall not be transferred to a country or territory outside the European Economic Area unless that country or territory ensures an adequate level of protection for the rights and freedoms of data subjects in relation to the processing of personal data.”

Firms outsourcing data processing to providers within the EEA therefore face no restrictions in sending personal data to those providers.

The European Commission maintains a short list of countries that it considers to have “adequate” levels of protection. These countries, at the time of writing, are:

Andorra
Argentina
Canada
Faroe Islands
Guernsey
Isle of Man
Israel
Jersey
New Zealand
Switzerland
Uruguay

The USA has not received a Finding of Adequacy. The European Commission accepts that personal data sent to US companies is adequately protected if those companies have signed up to the voluntary Safe Harbour Agreement. Firms seeking to use US providers must ensure that their prospective provider has signed up.

It is permissible to send data to a country that is not on the list under certain circumstances beyond the scope of this paper. Firms seeking to investigate this possibility should refer to the Information Commissioner’s Office.
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